
   



   



            FDP on AI and Generative models 
A Faculty Development Program (FDP) on AI and Generative Models. Covers the evolution of 
AI.FDP highlights the growth of generative AI models and their transformative impact across 
domains like cybersecurity.Introduces deep learning foundations including neural networks and 
activation functions. Explores generative models like GANs, VAEs, and diffusion models, 
highlighting the distinction between discriminative and generative approaches.FDP focuses on 
the use of NLP techniques in AI to understand and generate human language. Discusses 
generative language models (like GPT) and their applications in chatbots, content generation, 
and cyber threat intelligence.Provides a comparative look at key generative modeling 
approaches—GANs, VAEs, and diffusion models—along with their architectures, training 
methods, and use cases in image, text, and speech generation. 
 

                                          Below is the schedule for the FDP: 
                              Scheduled from 21/04/2025 to 25/04/2025 
                                                            Online (10:15 am – 12:45 pm) 
 

Day 1 (21/04/2025) Day2 (22/04/2025) Day3 (23/04/2025) Day4 (24/04/2025) Day5 (25/04/2025) 

10:15 – 10:45 

Inauguration by 
Dr.Pramod Patil ,Dean 
Science and 
Technology,SPPU. 

    

10:45 – 12:30 

Introduction to 
Artificial Intelligence 
, Rise, Usage and 
Application of Gen AI 
models. 

10:15 – 12:30 

Fundamentals of 

Deep 

Learning,Generative 

Adversarial Networks 

(GANs), Diffusion 

models and 

Variational 

Autoencoders 

(VAEs),Discriminative 

vs. Generative 

models 

10:15 – 12:30 

Introduction to AI in 
Cybersecurity, Role 
of AI and ML in 
modern 
Cybersecurity 

10:15– 12:30 

Introduction to 

Natural Language 

Processing 

(NLP),LLM,RAG in 

LLM 

 

10:15– 12:30 

Autoencoders vs. 
Variational 
Autoencoders,KL 
divergence and latent 
space,Overview of 
generative modeling 
techniques. 

12:30 – 12:45 

Attendance cum 
MCQ,Feedback & 
Interactions after 
every session, 
Vote of Thanks 
 

12:30 – 12:45 

Attendance cum 
MCQ,Feedback & 
Interactions after 
every session, 
Vote of Thanks 

12:30 – 12:45 

Attendance cum 
MCQ,Feedback & 
Interactions after 
every session, 
Vote of Thanks 

12:30 – 12:45 

Attendance cum 
MCQ,Feedback & 
Interactions after 
every session, 
Vote of Thanks 

12:30 – 01:00 

Attendance cum 
MCQ,Feedback & 
Interactions after every 
session, 
Valedictory Session & 
Vote of Thanks 

 



Resource Person List for AI and Generative Models 
 

Dr. 
S.No. 

Title Day & Date Resource Person 

1 
 

Introduction to Artificial 
Intelligence 
Introduction, Rise, Usage and 
Application of Gen AI models. 

Monday, 21/04/2025. Dr.Parikshit Mahalle, 
Professor, Dean R & D , 
Vishwakarma  Institute of 
Technology,Bibvewadi ,Pune. 

2 Fundamentals of Deep 

Learning,Generative 

Adversarial Networks (GANs), 

Diffusion models and 

Variational Autoencoders 

(VAEs),Discriminative vs. 

Generative models. 

Tuesday ,22/04/2025. Dr.Pramod Bide, 
Assistant Professor, 
Sardar Patel Institute of 
Technology,Mumbai. 
 

3 
Introduction to AI in 
Cybersecurity, Role of AI and 
ML in modern Cybersecurity 
 

Wednesday,23/04/2025 Mr.Kalyan Dani, 
Director ,Ram Antivirus Private 
Limited,Jalgaon. 

4 Introduction to Natural 

Language Processing 

(NLP),LLM,RAG in LLM 

Thursday,24/04/2025. Dr.Yogesh Jadhav , 
Associate Professor, 
Atlas Skilltech 
University,Mumbai. 

5 Autoencoders vs. Variational 
Autoencoders,KL divergence 
and latent space,Overview of 
generative modeling 
techniques. 

Friday,25/04/2025 Mr.Swapnil Pawar, 

Assistant Professor, 

K. J Somaiya College of 

Engineering , 

Vidyavihar,Mumbai. 

6 

  

Attendance cum 
MCQ,Feedback & Interactions 
after every session 
 

Dr.Vishal  Patil/Dr. Bajirao 
Shirole 

7 Valedictory Session & Vote of 

Thanks 

Dr.Vishal  Patil/Dr. Bajirao 
Shirole 
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